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1 Introduction 

This manual contains the high-level documents of the integrated excellence management system (IEMS), 
namely policies and strategic documents. 
 
The essence of these documents determines how the IEMS processes are expected to be implemented and 
deployed. They should be therefore reflected in all Group’s activities of all functions, without exception. 
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Values of the CIS Group 
 
 

Integrity 
 

Respect 
 

Excellence 
 

Responsibility 
 

Boldness 
 

Passion 
 
 
 
 
 

Vision of the CIS Group 
 
 

To become the international reference operator in the management of remote sites and integrated 
services in the energy, mining, and major infrastructure markets. 

 
 
 
 
 

Mission of the CIS Group 
 
 

To pursue a lasting relationship with its customers, partners and employees, based on trust and the 

quality of its services. 

To increase its expertise of international catering and integrated services, relying on its know-how, 

values and human capital. 

To offer reliable, innovative and competitive solutions to ensure the continuous satisfaction of its 

customers. 

To respect the applicable laws and regulations as well as its code of conduct. 

 
 
 
 

Yannick Morillon, CEO 
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1. Safety and security imperative 

Safety and security are the number one priority for the CIS Group. 
 

2. Customer satisfaction 
Meeting – and exceeding – customer needs is the primary focus of excellence management and will 
contribute to the long-term success of the Group. It is important to not only attract but also retain 
the confidence of our customers, so adapting to their future needs is key. 
 

3. Business ethics and compliance 
Confidence cannot be bought by decree – it has to be earned. The CIS Group builds that trust by 
placing integrity, ethics, honesty, and transparency at the heart of all its practices. 

 

4. Leadership 
Having a unified direction or mission that comes from strong leadership is essential to ensure that 
everyone in the Group understands what we are trying to achieve. 
 

5. Engagement of people 
Creating value for our customers will be easier if we have competent, empowered and engaged 
people at all levels of our Group. 
 

6. Process approach 
Understanding activities as processes that link together and function as a system helps achieve more 
consistent and predictable results. People, teams and processes do not exist in a vacuum and 
ensuring everyone is familiar with the Group’s activities and how they fit together will ultimately 
improve efficiency. 
 

7. Continual improvement 
Successful organisations have an ongoing focus on improvement. Reacting to changes in the internal 
and external environment is necessary if we want to continue to deliver value for our customers. This 
is of paramount importance today when conditions evolve so quickly. 
 

8. Evidence-based decision making 
Making decisions is never easy and naturally involves a degree of uncertainty, but ensuring our 
decisions are based on the analysis and evaluation of data is more likely to produce the desired result. 
 

9. Relationship management 
Today’s businesses and organisations do not work in a vacuum. Identifying the important 
relationships we have with interested parties such as our suppliers – and setting out a plan to manage 
them – will drive sustained success. 
 

10. Risk-based thinking 
Risk-based thinking enables the Group to determine the factors that could cause its activities to 
deviate from the planned results, to put in place preventive controls to minimise negative effects 
and to make maximum use of opportunities as they arise. 
 

11. Sustainable development 
The overall goal of sustainable development is the long-term stability of the economy and 
environment, only achievable through the integration and acknowledgement of economic, 
environmental, and social concerns throughout the decision-making process. 
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Our business is to provide catering, accommodation services, supply chain and engineering solutions, and 
facilities management for thousands of people around the world working on major projects. 
 
Our capacity to manage remote sites anywhere in the world, along with the outstanding level of 
professionalism of our teams and consistently high quality of our services are today well known around the 
globe. 
 
In order to maintain and to improve the effectiveness and efficiency of our services, I committed to a quality 
process which is ISO 9001 certified since February 2004. 
 
All the necessary means and resources are implemented for the achievement of this project, which aims to:  
 

• Consolidate CIS’ position as a major player tendering for new business. 

• Improve the effectiveness of our Organisation working methods. 

• Reinforce the interface between Head Office and the sites. 

• Render constant the quality of our services and meet increasing expectations of our customers, 
especially regarding QHSE matters. 

• Provide services in accordance with the legal requirements applicable to our activities, 
requirements of the different interested parties, reference standards and other requirements that 
are included in the scope of Quality. 

 
The CIS Integrated Excellence Management System – which includes the Quality Management System – 
objectives are periodically reviewed, revised, measured and analysed. 
 
Being our first concern the satisfaction of our clients and consumers, I ask each staff member, including those 
based on site, to continue being actively involved in this collective and global project. 
 
 
 
 

 
Yannick Morillon, CEO 
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The belief of the CIS Group is that the success and sustainability of any organisation can only be achieved 
through an ambitious, yet realistic, sustainable development policy. 
 
Based on “Universal Declaration of Human Rights”, “International Labour Organisation’s Declaration on 
Fundamental Principles and Rights at Work”, “Rio de Janeiro Declaration on Environment and Development”, 
and “United Nations Convention Against Corruption”, and articulated around its Integrated Excellence 
Management System (IEMS), the CIS Group's Sustainable Development Policy is based on the following 
fundamental principles: 
 

1. The CIS Group shall support and respect the protection of human rights. 

 

2. The CIS Group shall ensure that they are not complicit in human rights abuses. 

 

3. The CIS Group shall respect the freedom of association and effective recognition of the right to 
collective bargaining. 

 

4. The CIS Group does not accept any form of forced and compulsory labour. 

 

5. The CIS Group does not accept child labour. 

 

6. The CIS Group does not tolerate discrimination. 

 

7. The CIS Group shall apply the precautionary approach to environmental challenges. 

 

8. The CIS Group shall take all necessary initiatives to promote greater environmental responsibility. 

 

9. The CIS Group shall encourage the development and diffusion of environmentally friendly 
technologies. 

 

10. The CIS Group shall act against all forms of corruption, including extortion and bribery. 
 
 
 

Yannick Morillon, CEO 
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The health and safety of people are a fundamental pillar of the CIS Group. The goal for zero incidents 
permanently remains a top priority. 
 
Therefore, no service or activity should be undertaken to the detriment of the health and safety of anyone. 
 
The CIS Group is committed to providing all its employees with safe and healthy working conditions. In return, 
CIS employees have the mission - and the duty - to: 
 

• Participate in the improvement of safety at work and act proactively to prevent any accident or 
material damage; 
 

• Continually identify, assess and manage risks to perform all services safely; 
 

• Promote a culture of proactive intervention and promote any awareness-raising initiative or 
improvement of safety; 
 

• Strictly apply emergency response procedures; 
 

• Stop any task or activity that may create an unacceptable risk to the health and safety of any person. 
 
 
 
 
 

Yannick Morillon, CEO 
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The CIS Group is committed to providing safe and quality catering services to their customers and residents. 
As well as acknowledging its responsibility for food safety, ensuring that the provision of all food and 
beverage is safe and fit for human consumption. Functioning on the principles of Hazard Analysis and Critical 
Control Point (HACCP) and ISO 22000 management system standard requirements, the CIS Group operates a 
comprehensive risk based quality food safety management system. 
 
Consequently, through its Integrated Excellence Management System (IEMS), the CIS Group shall incorporate 
the following principles: 
 

• Applying a HACCP methodology to identify and control critical food safety risks in all food operations; 
 

• Complying to statutory and regulatory standards related to food safety and quality; 
 

• Implementing safe working practices to control the assessed premises, equipment, practices and 
people; 
 

• Effectively managing, coaching and developing identified food suppliers; 
 

• Implementing effective systems of traceability and recall within the supply chain; 
 

• Ensuring the implementation of adequate health and hygiene procedures, including safe practices 
for handling, preparing, storing and serving food; 
 

• Providing information, instruction, training and supervision to all employees; 
 

• Reporting food safety incidents, with investigation to prevent any recurrence; 
 

• Maintaining records and data of food safety performance; 
 

• Monitoring and verifying food safety performance by periodic audits and inspections; 
 

• Continuously improving the ability to consistently provide safe and quality food products and 
catering services that meet client requirements; 
 

• Fostering opportunities to enhance customer satisfaction. 
 
 
 
 

Yannick Morillon, CEO 
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Information, an essential asset at the heart of the CIS Group's activities, is today a potential target for cyber 
attacks. This is due to the professionalisation, evolution and constant improvement in the capabilities of 
malicious actors over the last few years. 
 
The CIS Group has therefore decided to set up an Information Security Management System (ISMS) at the 
Group's Head Office, in compliance with the ISO 27001 standard and the Personal Data Protection Policy. 
 
The CIS Group's Top Management is and will remain strongly involved and committed to this process of 
improving information security. 
 
All CIS Group employees are invited to attend awareness and training sessions on the CIS Group ISMS, during 
which the various security plans are presented.  
 
CIS Group managers shall ensure that their teams are involved and that they allocate the time and resources 
needed to meet information security objectives. 
 
The objectives of implementing the ISMS are to: 

• ensure the continuity of the CIS Group's activities; 

• prevent the leakage of sensitive information; 

• reinforce the confidence of Group employees in the use of the resources made available to them. 
 
The scope chosen for the ISMS, the organisation of governance, and the approach for specifically addressing 
information security issues and positioning ourselves within a framework of continuous improvement in 
information systems security are described in the Plan de Gouvernance de la Sécurité des Systèmes 
d'Information (PGSSI). 
 
Our professionalism, mutual goodwill and determination enables us to tackle these issues together. 
 
 

Yannick Morillon, CEO 
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The CIS Group is committed to provide a healthy workplace that values and enhances the health and wellness 
of all employees. 
 
Consequently, through its Integrated Excellence Management System (IEMS), the CIS Group shall incorporate 
the following principles by: 
 

1. Establishing best practices for healthy eating, physical activity and wellness. 
 

2. Increasing employee’s knowledge and awareness on key health topics. 
 

3. Promoting healthy eating and supporting employees in making healthy food choices. 
 

4. Encouraging employees to take personal responsibility for their own health and wellness. 
 

5. Encouraging employees to be more physically active by making provisions in the workplace for 
activity. 
 

6. Promoting a smoke free workplace environment and supporting workers to quit smoking. 
 

7. Engaging with other stakeholders to support employee’s wellness through workplace good practices. 
 

8. Identifying and complying with laws and regulatory requirements of the country of operation and 
other internationally recommended standards. 
 
 
 
 
 

Yannick Morillon, CEO 
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The CIS Group is committed to maintaining a safe, healthy and productive work environment free of the 
misuse of drugs, alcohol, solvents and related substances. Abuse of these substances not only impairs an 
employee’s health and performance but can also create unsafe working conditions for other employees. 
Therefore, no service or activity shall be undertaken to the detriment of the health and safety of anyone. 
 
The CIS Group is committed to providing all its employees with safe and healthy working conditions. In return, 
no employee from the CIS Group shall: 
 

1. report or try to report for work when considered unfit due to alcohol or drugs (whether illegal or not) 
abuse; 

2. be in possession of alcohol or illegal drugs in the workplace; 
3. supply others with illegal drugs in the workplace; 
4. supply others with alcohol in the workplace, except during work duties. For example, serving 

customers drinks at the bar; 
5. consume alcohol or illegal drugs or abuse any substance whilst at work. 

 
In addition, CIS employees shall: 
 

1. ensure they are aware of the side effects of any prescription drugs; 
2. advise their line manager or a member of the management team immediately of any side effects of 

prescription drugs, which may affect work performance or the health and safety of themselves or 
others. 

 
The concerned CIS Group Organisation may take disciplinary action for any breach of these rules, which may 
include summary dismissal.  
 
When there is reasonable belief that an individual is under the influence of alcohol or drugs on reporting for 
work or during the course of work, (for example if there was a strong smell of alcohol on the person’s breath), 
they must be sent home immediately. A search may also be carried out in line with Customer’s policies. In 
addition, possession of or dealing in illegal drugs on CIS or customer premises shall, without exception, be 
reported to the Police authorities. 
 
The CIS Group endeavours to ensure that advice and help are made available to any employee who feels 
he/she has a problem with alcohol or drug misuse. In the first instance, individuals will be encouraged to seek 
help from their general practitioner. It may occasionally be necessary to request that the employee refrains 
from work temporarily or undertakes restricted duties to ensure his/her own safety and that of others. The 
concerned CIS Group Organisation may also allow additional time off (normally unpaid) for employees to 
obtain treatment or attend supporting groups.  
 
Any employee who seeks the assistance of any CIS Group Organisation in finding treatment for a drugs or 
alcohol problem has the Group's complete assurance of confidentiality. 

 
 
 
 

Yannick Morillon, CEO 
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The CIS Group is committed to preventing and managing risks associated with fatigue in the work 
environment. 
 
Consequently, through its Integrated Excellence Management System (IEMS), the CIS Group shall incorporate 
the following fatigue management principles: 
 

1. Ensure adequate opportunity is available for employees, contractors and visitors to have sufficient 
rest before commencing work, through working time arrangements. 

 
2. Monitor and control working hours, including overtime, to provide time arrangements that do not 

require excessive periods of wakefulness. 
 

3. Identify, develop and implement a fatigue management plan with control strategies to address 
fatigue-related risks within the workplace in consultation with the employees. 

 
4. Provide training and awareness for employees, their families, and contractors to foster a common 

understanding of fatigue management. 
 

5. Develop a culture of shared responsibility for fatigue management. 
 

6. Implement an appropriate employee awareness programme to assist in managing fatigue. 
 
 
 
 
 

Yannick Morillon, CEO 
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The safety of people is a fundamental pillar of the CIS Group. The goal for zero incidents permanently remains 
a top priority. 
 
The CIS Group is committed to ensuring safe transportation conditions to people and goods. Driving is among 
the most hazardous tasks performed by CIS employees.  
 
Consequently, through its Integrated Excellence Management System (IEMS), the CIS Group shall incorporate 
the following safe driving practices: 
 

1. It is strictly forbidden to drive under influence of psychoactive substances. 
 

2. It is strictly forbidden to smoke in the vehicles. 
 

3. The phone can be left on during a trip, but before answering or texting, the driver shall leave the 
road safely and stop the vehicle. 
 

4. All vehicles (owned, contracted or leased) shall be fitted with seat belts for each occupant. 
 

5. Seat belts shall be worn by all occupants during any trip. 
 

6. All drivers shall have in their possession a valid driving licence. 
 

7. Respect the speed limits and keep safe distances from other vehicles. 
 

8. Always check the vehicle and fill the vehicle inspection form before a trip. 
 

9. Anticipate the movements from the other vehicles, pedestrians, and animals. 
 

10. Take regular and adequate rest breaks and stop when tired. 
 

11. Report any incident, including those that do not result in damage or injury. 
 

12. All vehicles shall be equipped with a fire extinguisher and a first aid kit. 
 

13. Plan the journey ahead and use the journey management tools. 
 

14. Drivers shall not use CIS vehicles for personal needs. 
 

15. All vehicles (owned, contracted or leased) shall be insured, and have passed through documented 
technical inspections, as per manufacturer recommendations and regulatory requirements. 

 
 
 
 
 

Yannick Morillon, CEO 
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In pursuance of our constant opposition to any form of corruption, the CIS Group has adopted the French 
MiddleNext Anti-Corruption Code of Conduct which, in turn, refers to the United Nations Convention against 
Corruption. 
 
This policy statement is intended to inform all CIS employees on the sensitive question of gifts and invitations, 
whether received or given, and to complete the MiddleNext Anti-Corruption Code of Conduct. 
 
A “gift” is a benefit, of any nature, offered or received by a CIS Group employee. 
 
An “invitation”, with or without travel, may be: 

- either professional, within the framework of CIS business development or business management 
(restaurant, event, congress, study tour, site visit, conference, trade fair, etc.); 

- or personal (leisure activities): in this case, the invitation constitutes a gift.  
 

Gifts and invitations are part and parcel of business life, considered tokens of courtesy which allow partners 
to maintain excellent professional relationships. In certain circumstances, however, gifts and invitations may 
resemble or be perceived as corrupt practices and thus be considered as the means of influencing a decision 
or favouring a company or an individual. 
 
Thus CIS accepts that its employees may offer and receive gifts and invitations, on condition that the 
principles traced in this policy are respected. 
 
All gifts and invitations received or offered by a Group employee shall respect the following principles: 
 

1. they must not entail any obligation, counterpart or unfair advantage; 
 

2. they must be reasonable; 
 

3. they must be open, clear and above-board; 
 

4. they must comply with applicable procedures, legislation and regulations. 
 
This policy may be completed by one or more specific procedures, within each CIS Group entity, notably to 
allow for local regulations and particularities. These specific procedures may define rules which are stricter 
than the present Group policy, but under no circumstances can these rules be less strict. 
 

 
 
 
 

Yannick Morillon, CEO 
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The CIS Group aims to establish relationships with all entities based on mutual trust and respect, sharing fair 
practices in order to build lasting relationships. By integrating the principles of sustainable development into 
the foundations of our purchasing policy, we are actively contributing to a more sustainable and ethical 
future, while meeting the growing expectations of our customers, investors and other stakeholders in terms 
of social responsibility. 
 
1. Sustainable purchasing practices 
 
Buying products and services at the highest level of quality, delivery time and price, enables us to develop 
our performance while guaranteeing the full satisfaction of our customers. Our teams work together to 
improve the socio-economic and environmental performance of our purchasing:  

• Apply strict rules of conduct in our operations in all our countries of operation. 

• Work with suppliers who comply with international labour standards and who adhere to our Ethics 
Charter. 

• Raise awareness among our teams and suppliers of responsible purchasing practices and issues. 

• Assessing and supporting our suppliers' corporate social responsibility (CSR) performance through 
regular inspections and monitoring their progress.  

• Improve the traceability of our supply chains and prohibit the inclusion of any endangered species in 
our purchases. 

 
2. Establish a long-term relationship with our suppliers  
 
The CIS Group shall ensure that its practices and processes are sustainable and virtuous for all its 
stakeholders. In order to establish sustainable partnerships with our suppliers, we put in place continuous 
improvement processes that help to secure the supply chain. 
 
The CIS Group is committed to: 

• Promote ethics, respect human rights and ensure total transparency in our purchasing practices. 

• Respect procedures aimed at combating corruption and conflicts of interest. 

• Maintain a diversity of local and international suppliers, taking care to avoid situations of 
dependence. 

• Maintain a regular dialogue with suppliers, encouraging innovation and the sharing of know-how. 

 
3. Strengthening our local roots and reducing our environmental impact   
 
We encourage the development of local economic fabrics in our Affiliates, by favouring short circuits and 
responsible supply chains: 

• Favouring the purchase of local and seasonal products as close as possible to our operating sites in 
order to reduce our carbon footprint. 

• Create partnerships with local agricultural cooperatives and support producers in improving their 
practices. 

• Limiting the use of single-use plastics as much as possible and encouraging the use of recyclable or 
biodegradable packaging. 

 
 

Yannick Morillon, CEO 
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Modern slavery can be defined as exercising over a person the attributes of the right of ownership or 
maintaining a person in a state of continuous subjection by compelling him or her to perform labour or sexual 
services, begging, or any other unpaid service. It is a heinous crime1 and a morally reprehensible act that 
deprives a person of his or her freedom and dignity for the benefit of another person. It is a real problem for 
millions of people around the world who are held and exploited in various forms of slavery.  
 
Any company can be implicated in such a crime through its operations and supply chain. The CIS Group 
operates responsibly and ethically. With over 13,000 employees, we support major players in the oil and gas, 
mining, construction, and defence sectors at every stage of their projects, in the most remote urban, 
industrial, offshore and onshore environments, in nearly 20 countries. We use suppliers around the world to 
provide turnkey services and solutions. As part of this, we take a zero-tolerance approach to modern slavery, 
as well as other forms of slavery such as forced labour, and are committed to preventing slavery and human 
trafficking in our operations and supply chain. 
 
For example, we are committed to ensuring compliance with slavery and human trafficking laws in the 
countries where we operate and expect our partners and suppliers to do the same. We also ensure that there 
is no modern slavery or human trafficking in our operations. CIS has a code of conduct that encourages 
employees and relevant external stakeholders to do the right thing by clearly stating the actions and 
behaviour expected of them when representing the company. We strive to maintain the highest standards 
of conduct and ethical behaviour in our operations and the management of our services.  
 
In terms of accountability and prevention of modern slavery, the CIS Group's top management is responsible, 
in close collaboration with the human resources and internal control staff, for the implementation of the 
principles against modern slavery. The supply chain team deploys our supply chain risk assessment to ensure 
that the CIS Group's supply chain measures are effective and adhered to.  
 
The CIS Group's policy on modern slavery and human trafficking is deployed across all CIS Group Affiliates. 
The CIS Group employees and stakeholders are encouraged to report through the Group's alert system any 
suspicion of modern slavery in all areas of the CIS Group's activities as well as at its customers' or suppliers' 
sites.  
 
The CIS Group will punish any practices that violate the correct application of this policy. Depending on the 
case, such an infringement will be subject to disciplinary or contractual measures (e.g. dismissal or 
termination of business relations). 
 
NOTE:1 Defined as such by the UN. 
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In the course of and for the purposes of its activities, the CIS Group collects and processes, on a mandatory 
or voluntary basis, certain types of personal data about the people with whom it interacts. That includes 
current, past, and future employees, service providers, customers, and other persons with whom the CIS 
Group communicates.  
 
“Personal data" means any information relating to an identified or identifiable natural person. An 
"identifiable natural person" is a natural person who can be identified, directly or indirectly, in particular by 
reference to an identifier, such as a name, an identification number, location data, an online identifier, or to 
one or more factors specific to his or her physical, physiological, genetic, mental, economic, cultural or social 
identity. 
 
The CIS Group is committed to ensuring that the processing of personal data is carried out in compliance with 
the various national and European regulations and laws that regulate the issue, and in particular with the 
French law No. 78-17 of 6 January 1978, known as the "Informatique et liberté", reformed in 2004, and 
European Union regulation 2016/679 of 27 April 2016 on the protection of personal data. Furthermore, the 
CIS Group minimises the collection of personal data to the strict minimum necessary (data minimisation). 
 
The collection of personal data is accompanied by information on, among other things, the purpose of the 
collection, the legal basis for the processing of the data, the mandatory or optional nature of the collection 
of the data, the recipients of the data, the duration of the data storage, and the possible existence of data 
transfer outside the European Union or of automated decision-making. 
 
The CIS Group is committed to protecting the personal data collected in the course of its activities. Access to 
this information is only possible with the prior consent of the person concerned, with the exception of 
information and formalities required to comply with legal obligations in each country where the CIS Group 
operates. 
 
Employees responsible for keeping records or who have knowledge of personal information about employees 
of the Group, or any other person, guarantee that this information will not, under any circumstances, be 
improperly or illegally disclosed. 
 
If you have any queries regarding the personal data protection policy implemented at the CIS Group, please 
contact privacy@cis-catering.com. 
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The purpose of this policy is to ensure a healthy working environment, make employees and stakeholders 
aware of the seriousness of harassment, and prevent it in all its forms. This applies to all the CIS Group 
employees, as well as to any person in contact with the CIS Group (supplier, partner, client, subcontractor, 
etc.). The CIS Group's top management is committed to the mental and physical health of its employees and 
to ensuring a harmonious working environment that is free from all forms of harassment.  
 
Harassment in any form constitutes an attack on the dignity of the individual. It may consist of repeated 
verbal, physical, or psychological acts with the purpose or effect of degrading working conditions in a way 
that is likely to infringe on the rights and dignity of the person, alter his or her physical or mental health, or 
compromise his or her professional future. This may include comments, jokes, intimidation, caricatures, or 
any act that undermines the dignity of the person. Retaliation against a person who has reported harassment 
may also constitute harassment. Any unfair distinction based on gender, sexual orientation, religion, 
nationality, health status, or social origin also constitutes harassment.  
 
The harasser does not need to have a hierarchical relationship or be in a position of authority in relation to 
the victim, whether male or female. However, abuse of authority, as well as attacking a particularly 
vulnerable person, are aggravating circumstances. Thus, managers are expected to act as role models on all 
occasions, enforcing the highest standards of conduct and promoting a working environment free from any 
form of discrimination, harassment or abuse of power. 
 
The CIS Group does not tolerate any form of harassment and is committed to taking all necessary steps to 
protect the physical and psychological integrity of individuals and to safeguard their dignity. All employees 
and stakeholders must contribute to the creation of such an environment. The prevention of harassment is 
the responsibility of everyone at the Head Office’s level and in all CIS Group Affiliates. Employees and 
stakeholders are encouraged to report and denounce any incident or suspicion of harassment in the 
workplace.  
 
All allegations of harassment must be taken seriously. In the event of a complaint of harassment, the CIS 
Group's top management is committed to taking the necessary steps to identify the perpetrator and to put 
a stop to it, in full confidentiality with regard to the persons concerned.  
 
Both the perpetrator and any person that has tolerated the harassment will be sanctioned. False allegations 
of harassment will also be sanctioned. Sanctions may be disciplinary, civil or commercial, depending on the 
case. Sanctions taken by the employer and those taken by the courts may be cumulative. 
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The CIS Group aims to play an active role in societal development and support causes of general interest. 
This policy is intended to: 

• Contribute to projects with a significant social or environmental impact. 

• Strengthen the CIS Group’s reputation and image as a responsible actor. 

• Build partnerships with non-profit organisations or other stakeholders with the same values. 
 
The CIS Group focuses its donation, patronage, and sponsorship efforts in the following areas: 

• Education and Training: Supporting initiatives that promote access to education, vocational training, 
and youth employment. 

• Environment: Backing projects focused on environmental protection, natural resource preservation, 
and combating climate change. 

• Culture, Heritage, and Sport: Contributing to preserving and promoting culture, the arts, and local 
heritage and supporting certain sporting events. 

• Solidarity and Inclusion: Supporting programmes aimed at reducing inequalities and helping those 
in situations of poverty or social exclusion. 

 
The CIS Group can intervene in various ways, including financial donations by contributing directly to 
associations, foundations, or projects of general interest. It can also provide in-kind patronage support 
through donations of goods or services. Sponsorship is another option, allowing the CIS Group to support 
events or initiatives in exchange for visibility. Finally, the CIS Group can offer skill-based patronage by 
leveraging the expertise of its employees to assist specific associations or projects. 
 
The Top Management approves the projects or organisations supported and shall: 

• Align with the CIS Group’s values. 

• Have a measurable and tangible impact. 

• Provide assurances of transparency, good governance, and the absence of conflicts of interest. 
 
To this end, a mandatory due diligence process is conducted to ensure that the supported projects and 
organisations comply with the CIS Group’s ethics and anti-corruption programme, and no third-party 
interference will be accepted. 
 
Regular monitoring is conducted for each supported project to assess its impact, commitment compliance, 
and associated costs. 
 
The CIS Group excludes any projects aimed at promoting a political party or religion, any organisations that 
do not adhere to its ethical and environmental principles and any individual initiatives that do not fall within 
a collective framework of public interest. However, humanitarian, social, or educational projects led by 
organisations with a religious affiliation will be eligible, provided they comply with the principles of this policy. 
 
The CIS Group ensures that its patronage and sponsorship activities are communicated through its various 
channels (website, social media, annual report). This communication is carried out transparently, highlighting 
the social or environmental impact of the supported projects. 
 

 
 

Yannick Morillon, CEO 
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